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Example Financial Services Production Environment
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Open and Closed Loop Exercises
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Player actions in most exercises have little effect on future events

CONSEQUENCES
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Ideally, player actions would have conseguences and the loop is closed
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